
                 

                 

                 

                 

     

 Increase productivity of Mobile 

Workers 

 Reduce device maintenance and    

support costs 

 Prevent device misuse 

 Password-protect sensitive data and 

applications 

 Over The Air(OTA) device lockdown 

settings 

 

SureLock for Android 
 

For more detai ls , v is it  h ttp:/ /www.42gears.com 

SureLock for Android provides 

comprehensive lock down solution for 

tablets & mobile devices. It restricts the 

users to launch and use only the 

"approved" applications and features of 

the mobile device. This is also called 

Kiosk Mode of operation 

 

Apart from securely locking your device, 

SureLock provides UI customization 

options such as wallpaper, application 

icons, widget support and icon relocation 

on its home screen 

 

What this means to you is complete 

access to device whenever required 

without the risk of theft of data or misuse 

of device. SureLock proves its worth in 

shared environment where device data 

security is of utmost importance. 

 

Lockdown Android Tablets & Mobiles Devices 

Key Features 

 

 Allows execution of 

"approved" applications only 

  Hide/Disable Bottom Bar in 

HoneyComb and ICS devices 

 Run your app in kiosk mode 

 Password protection for 

administrator access 

 Widget Support 

 UI Customization Options 

 Suppress System 

Notifications 

 Brand as your own software 

 Easy Mass Deployment 

and many more… 

Key Benefits 
 

 

 

Reduce device maintenance and 

support costs  

 

 

Avoid misuse of company devices 

 

 

 

Easy to deploy and update on mobile 

devices 

 

Android provides an extensively powerful 

platform to perform almost all kinds of 

business productive activities. However 

an open mobile device provides a big 

opportunity for users to use the company 

device for his personal interests, 

entertainment and gaming purposes too, 

which can badly affect the organization’s 

productivity. 

 

Besides, an inexperienced worker can 

also corrupt the device settings 

unintentionally, rendering the device 

useless for hours, which again results in 

loss of crucial business time. 

 

In a consumer-centric environment, the 

device usage can be completely different 

where the device administrator might 

want to run an application in a kiosk. 

SureLock 

 is the only 

Motorola Validated 

Solution for Android 

 

 



 

                 

                 

                 

                 

     

 

SureLock for Android 
 

 Restrict users to allowed applications only 

 Lockdown Android Tablets and Smartphones 

 Completely Hide HOME button or Disable bottom bar on Android 3.x (Honeycomb) 

and Android 4.x (ICS) devices 

 Run single application in kiosk mode 

 Disable application installation 

 Password protected Administrator access 

 Hide allowed application from homescreen 

 Brand devices with your company logos, text and color scheme 

 Display custom icons (bmp, png, jpg format) on homescreen screen  

 Create custom layouts using icon relocation 

 Display allowed widgets on SureLock homescreen 

 Per-application password protection for allowed applications 

 Manage peripheral locking(WiFi, Bluetooth, GPS, Sound, Brightness, etc) 

 Logging Support in kiosk mode (Useful during setup and integration)  

 Suppress system notifications 

 Launch applications at startup 

 Manage calls and message functionality 

  Over The Air(OTA) lockdown management using Auto Import Settings 

  Easy mass deployment across multiple devices using exported settings file 

Features 

Contact: 
For sa les enqui res,  

contact :  

sales@42gears .com  

 

For technica l  suppor t ,  

contact :  

techsupport@42gears .com  

 

Phone:  +91-720-425-1156 
 

Disclaimer: This document is for informational purposes only. 42GEARS MAKES NO WARRANTIES, 
EXPRESSED OR IMPLIED, IN THIS SUMMARY. For  more  deta i ls ,  v is i t  h t tp : / /www.42gears.com  
 

Supported Platforms 

 Android 2.2+  

 Android 3.0+ (Honeycomb) 

 Android 4.0+ (ICS) 

 

 

 

Verified Devices 

 Samsung Galaxy Tab 

 Kindle Fire 

 Motorola Xoom 

 Motorola ET1 

 HTC Wildfire 

 Viewsonic 

 GoClever 

 Zenithink C91 

 Dell Streak 7 

And more… 

About 42Gears 
 
42Gears develops affordable Mobile Device Management tools for enterprises to help 
them achieve benefits of mobility. 42Gears is based in Bangalore, IN. More information is 
available at http://www.42gears.com 

http://www.42gears.com/

